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Career Opportunities in Cyber Security

For transitioning Military
Officers, NCOs & Veterans

JPMorgan Chase Cyber Security manages and
directs the design and implementation of the

firm’s security programs focused on cyber threat
monitoring, response, investigation and analytics
across the organization. Core services center on
assuring the security of the computing
environment, protect customer and employee
confidential information and complying with
global regulatory requirements.
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Current Open Roles:

_ _ Desired Experience:
e Cyber Security Architect

e Penetration Tester e Cyber Security within attacks, threats &

e Red Team / Attack Operator tactics and vulnerability assessment

e Cyber Exercise Planner o Network defense, strategies and procedures
e Security Engineer, Applications e Operating systems, data analysis and

e Cyber Security Incident Response

e Security Analyst

e Project Manager, Cyber Security

e Malware Analyst, Reverse Engineer

security principles
e Successful completion of Joint Cyber
Analysis Course (JCAC)

CEH, CISSP, GICSP and/or other related

) ) certifications
Available Locations:

e SKkill with security technologies (i.e.
e Wilmington, DE Firewalls, IDS/IPS, Web proxies, Hardware,
e Columbus, OH network and node analysis)
e Columbia, MD
e Jersey City, NJ
e New York, NY

For detailed job descriptions or additional information:
o Please refer to jpmorganchase.com/careers

o Or contact us at military.recruiting@jpmchase.com

Please type “Cyber” in the subject line.
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